Dear [Name],

I am writing to respond to your request sent on the 23rd June 2016. OUHFT can confirm that it holds the data that you requested.

1. Please forward a copy of your latest IT Strategy document. It’s currently being reviewed, under s22 of FOIA it falls under future publication.
2. Can you confirm if the above has taken into consideration the below documents?
   - NHS England’s Five Year Forward View No – strategy was published before this
   - NIB’s Personalised Health and Care 2020 - No
   - HSCIC’s Strategy 2015–2020 - No
3. If you plan on meeting targets in the above documents outside of IT programmes of work, please forward those relevant strategy documents that do apply? New strategy under review.
4. Do you use NHSmail as your primary means of Email? No
   - If no to the above, please confirm the platform you do use? MS Exchange
   - If no to the above, please confirm if you are planning to meet HSCIC’s secure email requirements? i.e. engage CLAS consultants and migrate to a new secure email domain suffix. We are considering our strategy.
5. Have you had any events you’d classify as Cyber Security over the last 2 years, e.g. ransom-ware? No

Please note that on 1 November 2011 the Oxford Radcliffe Hospitals NHS Trust (ORH) merged with the Nuffield Orthopaedic Hospital NHS Trust (NOC) to form the Oxford University Hospitals NHS Trust (OUH). Our response reflects these changes. Therefore, we consider that Oxford University Hospitals Trust has released to you all of the information that it holds in relation to your request.

Provision of this information does not constitute permission for its commercial re-use in terms of the Re-Use of Public Sector Information Regulations 2005. You are free to use the information for your own use, including for non-commercial research purposes. The information may also be used for the purposes of news reporting. However, any other type of re-use will require permission from the Oxford University Hospitals NHS Trust.

Yours sincerely,