Dear [Name],

I am writing to respond to your request sent on the 7th July 2016. OUHFT can confirm that it holds the data that you requested.

1. Do you block the use of cloud apps not officially purchased or sanctioned by your department’s IT team? (Cloud apps are apps such as Dropbox, Box, Google Drive, iCloud, WeTransfer, etc., which operate in the cloud and therefore do not necessarily need to be downloaded to a PC/laptop/mobile device to be used.)

No

2. How many cloud apps are in use by employees in your department? Please include both those apps purchased or sanctioned by IT, and unsanctioned apps i.e. used by employees without IT’s permission. If you do not know whether/how, many unsanctioned apps are in use, please state this and provide the number of sanctioned/authorised cloud apps.)

C50 ones are sanctioned. If people use their private apps or OneDrive/Google docs, IT is not aware.

3. Do you monitor cloud app use by employees in either sanctioned or unsanctioned apps, for example by monitoring what data are uploaded and/or shared using cloud apps?

As and when.

Please note that on 1 November 2011 the Oxford Radcliffe Hospitals NHS Trust (ORH) merged with the Nuffield Orthopaedic Hospital NHS Trust (NOC) to form the Oxford University Hospitals NHS Trust (OUH). Our response reflects these changes. Therefore, we consider that Oxford University Hospitals Trust has released to you all of the information that it holds in relation to your request.

Provision of this information does not constitute permission for its commercial re-use in terms of the Re-Use of Public Sector Information Regulations 2005. You are free to use the information for your own use, including for non-commercial research purposes. The information may also be used for the purposes of news reporting. However, any other type of re-use will require permission from the Oxford University Hospitals NHS Trust.

Yours sincerely,